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1. Introduction 
1.1 What is the OneID Customer Identity and Access Management (CIAM) Service?  
 

Customer Identity and Access Management (CIAM) is the user interface for OneID. OneID is a gateway to access the Wolters 

Kluwer products ecosystem, while offering a set of technologies that include a user account self-service platform (My 

Profile) together with a subscription and user management portal (CIAM). 

 

CIAM streamlines the administration of Wiz® SaaS Suite by providing a platform used for authentication, user management, 

and role assignments.   

What browsers are supported with the Customer Identity and Access Management (CIAM) application?  

• Chrome (latest version)   

• Microsoft Edge (latest version)  

1.2 Logging Into CIAM   
You can log into CIAM at: https://ciam.wolterskluwer.com 

Or within Wiz® SaaS Suite, select Account Management from the Admin menu.   

 

 
 

Upon Logging into CIAM, you will see a navigation menu on the left, in which you can perform various functions related to 

managing your users.  Click on the Organization Name button at the top (see below). 

 
 

Users tab 

https://ciam.wolterskluwer.com/
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Select Users to perform various actions related to managing your organization's users, such as, adding new user(s), viewing 

and managing user application roles, and viewing user details, groups, and subscriptions.   

Note: Email addresses cannot be updated by the User Group Manager (UGM) or the user. A new user will have to be created 

with the updated email address.  

 

User Groups tab 

Select User Groups to perform various actions related to managing your organization’s User Group(s), such as viewing users 

and Admins, adding/removing user(s), changing user roles (Standard User/UGM), and viewing subscriptions.   

Note: UGMs can remove users from a user group but cannot remove them from the organization.  

 

Subscriptions tab 

Select Subscriptions to view your licensed products and seats.  

 

2.  User Group Manager Permissions  
User Group Managers (UGM) have managerial rights to a user group(s) of an organization. 

 

 You can: 

• View users in the organization 

• Manage application user roles 

• View organization and user groups details 

• View subscriptions 

• Invite users to a user group 

• Manage user's roles in user groups 

• Remove users from user groups 

• Manage user access to the products (add/remove to the subscriptions) associated with the user group they 

belong to 

2.1  Setting up a Standard User   
 

A standard user is the most common entity of CIAM. Standard users DO NOT have access to CIAM unless they are promoted 

to the User Group Manager Role. Standard users are managed by the UGM and are associated with a certain subscription 

and user group. Adding a user must be completed by a UGM at your institution.  

 

1. Log in to CIAM at https://ciam.wolterskluwer.com.  

2. From the Users node, select Add new + (see below).   

 

https://ciam.wolterskluwer.com/
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3. Select the appropriate User group(s) for the new user and click Next.  

 

  
 

4. Enter the user’s email address. If adding multiple users at a time, separate each email address with a comma, 

space or semicolon. Click Next.  

 

    
  

5. For each Application, assign the appropriate Roles for the new user. Refer to the Application Roles and 

Descriptions section for additional details. After assigning roles for each application, click Invite.  

 

 

 

https://zusscgrccsstappcid1.blob.core.windows.net/pcidownload/HMDA%20Wiz/Misc%20Documentation/Wiz%20SaaS%20Suite%20-%20Applications%20and%20Roles.pdf
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Note: If multiple users were assigned at the same time (in step 4), the assigned roles will be applied to all users and can 

be changed after the user set up.   

 
 

  
 

6. An invitation email is sent to the user(s) with a link to create their account(s).  

2.2 Setting up a User Group Manager 

   
Note: The user needs to be a registered user before they can be invited as a User Group Manager. Please complete the 

Setting up a Standard User procedure for newly invited user before assigning him as a User Group Manager. 

 
 

1. Log in to CIAM at https://ciam.wolterskluwer.com.  

2. Click on User Groups and select the Users tab in the selected user group. 

 

 
 

 

  

 

3. Locate the user and click on the drop-down arrow under the Role column to select User Group Manager (see 

image below).  

 

https://ciam.wolterskluwer.com/
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4. Click the Change button to confirm.  

2.3 Resending or Cancelling an Invitation  
 

After you set up a new user, an invitation is sent and the user status in CIAM shows as pending until the user creates their 

account.   

 

In case the mail invitation has not reached the desired user/s or it has expired, you can resend the invitation by 

following the steps below:   

 

1. Click on the Users navigation item on the main navigation menu on the left.  

2. Select the dropdown arrow to display users with Pending invites.  

 

 
3. Go to the user in question, and click the kebab menu button, and click Resend invitation. If you wish to revoke 

an invitation, you can simply select Cancel the invitation. 
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4. In the upper-right corner of the screen, a notification confirming that the mail notification has been resent is 

displayed.  

2.4 Removing a User  
 

1. Log in to CIAM at https://ciam.wolterskluwer.com.  

2. Click on User Groups and select the Users tab in the selected user group.  

 

 
3. Locate the user and click on the action menu on the right to select Remove from the group.  

 

 
4. Click the Remove button to confirm.  

3.  Application Roles and Descriptions  
 

In the Wiz® SaaS Suite, roles determine what users are allowed to do. There are two main types of roles: functional roles 

and data access roles. Functional roles define what system features a user can utilize, while data access roles specify 

which types of data the user can view or manipulate within those features. Users can have multiple roles to ensure they 

have all the necessary permissions.  

 

For example, if a user has both the Data Prep User and HMDA Wiz User roles, they can import data into HMDA DF type 

files. However, they won’t be able to import data into Small Business DF files unless they also have the SB Wiz User role. 

https://ciam.wolterskluwer.com/
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3.1 Service / Integration Accounts  
 

Beginning with August 23rd and the Version 6.3 release, service accounts are no longer supported with Wiz® SaaS Suite. 

As a Wiz® User Group Manager you will need to create API Credentials and enter these into your Loan Origination System. 

Refer to this guide for assistance with entering credentials into your WK LOS. For non-WK integrations, you will need to 

provide the API credentials to your vendor administrator.  

 

Below are the steps that Administrators can take to create new credentials:  

 

1. Log into the application.  

2. Go to Admin > API Credentials.  

3. Click on New client credentials.  
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4. Choose an expiration date between 2-730 days then click Submit.  

  
 

5. Copy the new Client ID (username) & Client secret (password) and input these new credentials in the system(s) 

you integrate our services with.  

 
 

3.2 Multifactor Authentication and IP Whitelisting Configurations  
 

MFA and IP whitelisting will need to be configured by the Wolters Kluwer Team. Please reach out to Wiz SaaS Suite 

Product Team and our team can assist with reconfiguring your account accordingly.  

 

 

 

 

Support Contact Information 

 

Phone#: 800-261-3111, Ext 1123078 

Email: SaaSWizsupport@wolterskluwer.com 

Hours are 7am-7pm Central 

 

mailto:SaaSWizsupport@wolterskluwer.com
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